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Table 1 - Set of policy documents

1  Introduction

This document defines the information security policy of NewCo Communications.

 As a modern, forward-looking business, NewCo Communications recognises at senior levels the need to ensure that its business operates 

smoothly and without interruption for the benefit of its customers, shareholders and other stakeholders.

 In order to provide such a level of continuous operation, NewCo Communications has implemented an Information Security Management 

System (ISMS) in line with the International Standard for Information Security, ISO/IEC 27001. This standard defines the requirements for an 

ISMS based on internationally-recognized best practice.

 The operation of the ISMS has many benefits for the business, including:

Protection of revenue streams and company profitability

Ensuring the supply of services to customers

Maintenance and enhancement of shareholder value

Compliance with legal and regulatory requirements

NewCo Communications has decided to maintain full certification to ISO/IEC 27001 in order that the effective adoption of information 

security best practice may be validated by an independent third party, a Registered Certification Body (RCB).
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